Today’'s Ransomware — EKANS
Aug 11, 2020

1. Blocked by trueEP®

9 trueEP Ent 2. 0
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2. Victim in case trueEP® was not installed - All file name's extensions were changed to ‘Original

Extension+Random Extension’.
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3. Screen of Victim

Fix-Your-Files - windows 02 &
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We breached your corporate network and encrypted the data on your computers. The encrypted data include

all were encrypted using a military grade encryption algorithms (AES-256 and RSA-2048). You cannot access t

You can still get those files back and be up and running again in no time.

The only way to restore your files is by purchasing a decryption tool loaded with a private key we created spe

Once run on an effected computer, the tool will decrypt all encrypted files - and you can resume day-to-day « .
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